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Log4J Statement 

As you may be aware, a critical vulnerability (CVE 2021-4428) has 
been discovered in a widely used software library, Log4J, which can 
allow attackers to perform remote code execution on compromised 
systems.   

Volpara does not use this software library in any of our products. As 
a precautionary measure, our Security and Engineering teams have 
investigated and assessed any potential impact to Volpara’s services 
and products that this vulnerability might have. As a result, we can 
confirm that no services are exposed to the threat posed by this 
vulnerability.   

Our security team proactively monitor for security vulnerabilities that 
are encountered, we have multiple layers of control to detect and 
respond to such events and security controls in place to protect 
against threats.   

We will continue to keep our customers updated and if you have any 
questions, please do not hesitate to contact me for further 
information.   

Regards,  

Simon Francis 

Chief Operating Officer 
Volpara Health 
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